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Profile 

Results-focused, Information Security and Information Technology Governance advisor, 

trainer and auditor with a deep understanding of information security, risk management, 

business continuity management, sector best practices and standards (ISO) and IT 

governance / PMO of remediation plans. Proven ability to manage information security 

and risks in different sectors (i.e., military, finance, pharmaceutical, IT services). Results 

include: 

o 15+ ISO 27001, ISO 9001, ISO 22301, ISO 27017, ISO 27018 certifications managed 

for companies in various sectors 

o 15+ years’ experience in risk management. 

o 25+ Companies supported in the achievement of their information security and IT 

objectives. 

o Hundreds of people trained and certified on information security and service 

management  

o My certifications: RICEC Data Protection Officer, CISA, CISM, CSX, Lead Auditor 

ISO 27001-20000-9001-22301-Eidas, ITIL Expert (V3), OPST, PRINCE2 Foundation, 

DRI-ABCP, COBIT5, Coaching (I level), Information Security Manager (AICQ 

SICEV), ITIL V4 Foundation & Managing processes, Business Analist 

 

The profile is completed by excellent communication skills, strong team building and 

problem-solving aptitudes and a very positive approach to job (“Face the life with a 

smile”).  

 

Good professional proficiency in English language (written and spoken). 

 

 

General Data 
 

Website: www.demilio.eu  

 

Skills 
 
 Risk management  ISO 27001  Cloud Security  

 Risk assessment techniques  ISO 22301  Emerging Threats 

 Business Continuity mgmt  ISO 9001  Training & audit 

 COBIT V5 

 ISO 27701 

 ISO 20000-1 

 ISO 27017-18 

 Tutoring/Coaching/English  

 Governance of IS  

 

 

Selected professional experiences 
 
PAR-TEC, Rome, Italy [IT services] from 2019 to present 

Information & Cloud Security, Business continuity, IT Service Management Advisor 

http://www.demilio.eu/
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ISO 9001, ISO 27001, ISO 20000-1, ISO 22301, ISO 27017, ISO 27018 certifications   

 Training activities (CCSP, CSX,CISM, ITIL, BA)  

 R

isk management process  

 s

econd party audit  

 A

chievement and management of ISO Certifications 

 
PEOPLETRUST, Rome, Italy [Electrical and optical equipment] from 2022 to present 

Information Security and Quality Advisor 

ISO 9001 certification, ISO 27001 partial application of requirements  

 Training activities   

 R

isk management process  

 s

econd party audit  

 A

chievement and management of ISO Certification 

 

 

 
CSQA, Thiene, Italy [Third party audit] from 2018 to present 

Third party Auditor, trainer  

 Lead Auditor ISO 9001, ISO 27001, ISO 27017, ISO 27018, ISO 20000-1  

 Third Party audit  

 

 
BIT4LAW, Bologna, Italy [Computer Forensics] from 2018 to 2021 

Information Security Manager 

 ISO 9001 and ISO 27001 certification program   

 Training and awareness activities 

 R

isk management process  

 I

SMS extension to the ISO 27037 guidelines (Computer Forensics Process)  

 
 

HNP Italy, Bologna, Italy [health care] from 2018 to 2020 

Information Security Manager 

 Design and implementation of an Information Security Program 

 Coordination of Information security processes and training 

 Information Security Risk Management 

 I

SO 27001 certification program – ENS (not certified)  

 
 

FERSERVIZI, Rome, Italy [public transport] 2015 to 2016 

Information Security Manager 

 Design and implementation of Incident Management Process  

 Coordination of DLP process 

 PM on system migration project  
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 P

M on risk management process  

 

 

ISPESL/INAIL, Rome, Italy [Government health care and insurance] 2007 to 2019 

Information Security Manager 

 Built and led internal team to improve information security and to obtain ISO 27001 

certification 

 Achieved a 30% reduction of attack surface and a 20% reduction of attacks due to social 

engineering and phishing 

 PMO for IT governance projects on ICT Innovation topics 

 Managed security technical issues in the Security Operation Center-SOC of INAIL (due to 

incorporation of ISPESL in INAIL) 

 Provided strategic and tactical guidance to risk management and information security 

objective achievement 

 Worked closely with CIO to develop activities directly related to the business objectives of 

the Institute 

 Business continuity issues related to BS 25999-1 and ISO 22301 

 

 

ARITHMOS, Verona, Italy [pharmaceutical and life sciences] 2014 to present 

Information Security Manager  

 Achieved ISO 27001 Certification through Information Security consultancy  

 Responsible for business continuity and disaster recovery plans, achieving a reduction of 

30% of adverse events (no environmental) 

 Appointed to Information Security Manager with tasks concerning the management of 

risk, the realization of a Business Continuity Plan and the implementation of an Awareness 

plan for the internal personnel 

 Provided support to internal units related to information security issues (e.g. legal, HR) and 

direct reporting to the CEO about Information Security internal trends.  

 Collaborate with the CEO to develop a strategy directly related to the business objectives, 

providing IS consultancy for the life sciences holding group 

 

ITAGILE, Rome, Italy [CA and digital signature services] 2016 to present 

Information Security and Quality Advisor  

 Provide consultancy services to reorganize the Company following the ISO 9001, ISO 27001 

and COBIT 5, requirements both for service delivery and information security 

 30% increase in customers in the last 6 months 

 Increased productivity of internal personnel through process analysis  

 Implement goal cascade approach (COBIT 5) to achieve business objectives with risk 

management integration  

 ISO 9001, ISO 27001, ISO 27017 and ISO 27018 integrated certification  

 

POSTE ITALIANE, Rome, Florence, Milan, Naples Italy [CA, financial services] 2014 to present 

Information Security, Quality and IT Service Auditor  

 Execution of internal audit for: ISO 9001, ISO 27001, ISO 20000 and COBIT 5 implementation   

 Provided support for implementing follow up actions  

 Provided support for Certification Body audit   

 Implementation of the improvement plan 

Other consultancy activities were oriented to risk assessment, business continuity, compliance 

assessment for internal or external regulations.  
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EduBP, Rome, Italy [Training services]      2007 to present 

Trainer and Project Manager  

Execution and design of training courses on the following topics: 

 Information Security Essentials 

 Information Security Risk Management  

 Business Impact Analysis 

 Business Continuity Management 

 ISO 27001 Foundation, Audit and Practice (APMG accredited trainer) 

 ISO 22301 – theory and case studies  

 Management of Security Incidents 

 ITIL V3 Foundation and Intermediate (APMG accredited trainer) 

 COBIT 5  

 Lead Auditor ISO 27001-ISO 22301 (40 hours –  accredited by AICQ SICEV)  

 ISACA - CISA, CISM, CSX 

 

Overnet, Milan, Italy [Training services]      2020 to present 

Trainer and Project Manager  

Execution and design of training courses on the following topics: 

 Information Security Essentials 

 ISO 27001 Foundation 

 ISACA - CISM 

 ISC2 - CCSP 

 

REISS ROMOLI srl, L’Aquila, Italy [Training services]     2008 to present 

Trainer  

Execution and design of training courses on the following topics: 

 Information Security Essentials 

 Information Security Risk Management  

 Business Impact Analysis 

 Business Continuity Management 

 ISO 27001 Foundation, Audit and Practice (APMG accredited trainer) 

 Management of Security Incidents 

 ITIL V3 Foundation and Intermediate (APMG accredited trainer) 

 ITIL v4 Foundation (PEOPLE CERT accredited trainer)  

 COBIT 5  

 ISACA - CISM 

 

 

Education 
Master in Management of IT Services (EMIT), Luiss Business School, Rome, 2014 

Master in Information & Communication Technologies, Telecom Italia Learning Services, L’Aquila 

2005 

Bachelor in Telecommunication Engineering, Cassino University, Italy, 2004 

Technical Summary:  
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 Expert with GRC applications, Vulnerability scanning tools  

 Deep knowledge of best practices and guidelines on Information security (NIST, SANS Institute, 

ISO, ENISA, OWASP)  

 Expert in learning techniques and management of courses  

 

Interests: Soccer, tennis, reading, traveling, motorbike, writing, cooking, music 


